Telecommunications, the Internet,
and Wireless Technology

Chapter 7
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llustrated here is a very simple computer network, consisting of computers, a network operating system (NOS) residing on a dedicated
server computer, cable (wiring) connecting the devices, switches, and a router.
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Today's corporate network infrastructure is a collection of many different networks from the public
switched telephone network, to the Internet, to corporate local area networks linking workgroups,
departments, or office floors.
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Data are grouped into small packets, which are transmitted independently over various communica-
tions channels and reassembled at their final destination.
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This figure illustrates the four layers of the TCP/IP reference model for communications.




Digital Analog

A modem is a device that translates digital signals into analog form (and vice versa) so that computers
can transmit data over analog networks such as telephone and cable networks.



TYPE AREA

Local area network (LAN) Up to 500 meters (half a mile); an office or floor of a
building

Campus area network (CAN) Up to 1,000 meters (a mile); a college campus or corporate
facility

Metropolitan area network (MAN) A city or metropolitan area

Wide area network (WAN) A transcontinental or global area



TRANSMISSION MEDIUM

DESCRIPTION

SPEED

Twisted pair wire
(CAT 5)

Coaxial cable

Fiber-optic cable

Wireless transmission
media

Strands of copper wire twisted in pairs for voice and data communications. CAT 5
is the most common 10 Mbps LAN cable. Maximum recommended run of 100
meters.

Thickly insulated copper wire, which is capable of high-speed data transmission
and less subject to interference than twisted wire. Currently used for cable TV and
for networks with longer runs (more than 100 meters).

Strands of clear glass fiber, transmitting data as pulses of light generated by lasers.
Useful for high-speed transmission of large quantities of data. More expensive
than other physical transmission media and harder to install; often used for
network backbone.

Based on radio signals of various frequencies and includes both terrestrial and
satellite microwave systems and cellular networks. Used for long-distance, wireless
communication and Internet access.

10-100+ Mbps

Up to 1 Gbps

15 Mbps to
6+ Thps

Up to 600+ Mbps
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Domain Name System is a hierarchical system with a root domain, top-level domains, second-level
domains, and host computers at the third level.



Regional Hubs (MAEs and NAPSs)

Domain

Regular
Phone
Line

POP3 SMTP
Mail Mail

™

v e - Sy "
gt . . ’. S P LA e
Client IP Address
- 1 o AT Ry

N
- < L, ! —
Client IP
- -.".‘ul_‘t‘.’vo .

Offices

The Internet backbone connects to regional networks, which in turn provide access to Internet service

providers, large firms, and government institutions. Network access points (NAPs) and metropolitan

area exchanges (MAEs) are hubs where the backbone intersects regional and local networks and
where backbone owners connect with one another.



CAPABILITY

FUNCTIONS SUPPORTED

E-mail

Chatting and instant messaging
Newsgroups

Telnet

File Transfer Protocol (FTP)
World Wide Web

Person-to-person messaging; document sharing

Interactive conversations

Discussion groups on electronic bulletin boards

Logging on to one computer system and doing work on another
Transferring files from computer to computer

Retrieving, formatting, and displaying information (including
text, audio, graphics, and video) using hypertext links
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Client computers running Web browsers and other software can access an array of services on servers over the Internet. These services may
all run on a single server or on multiple specialized servers.
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A VolP phone call digitizes and breaks up a voice message into data packets that may travel along different routes before being reas-
sembled at the final destination. A processor nearest the call’s destination, called a gateway, arranges the packets in the proper order and
directs them to the telephone number of the receiver or the IP address of the receiving computer.



This VPN is a private network of computers linked using a secure “tunnel” connection over the
Internet. It protects data transmitted over the public Internet by encoding the data and “wrapping”
them within the Internet Protocol (IP). By adding a wrapper around a network message to hide its
content, organizations can create a private connection that travels through the public Internet.
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Google is the most popular search engine, handling nearly 70 percent of Web searches in the United
States and around 90% in Europe..

Sources: Based on data from comScore Inc., February 2014.
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1. User enters query. %

2. Google's Web servers receive the
request. Google uses several million
PCs linked together and connected
to the Internet to handle incoming

O user, requests and produce the results.
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The Google search engine is continuously crawling the Web, indexing the content of each page, calculating its popularity, and storing the pages so that it can respond quickly
to user requests to see a page. The entire process takes about one-half second.
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Bluetooth enables a variety of devices, including cell phones, smartphones, wireless keyboards and
mice, PCs, and printers, to interact wirelessly with each other within a small 30-foot (10-meter) area.
In addition to the links shown, Bluetooth can be used to network similar devices to send data from

one PC to another, for example.



Wired network

¢

N

O

[

Internet

T

!
W

Access point

Mobile laptop computers equipped with network interface cards link to the wired LAN by
communicating with the access point. The access point uses radio waves to transmit network signals
from the wired network to the client adapters, which convert them into data that the mobile device
can understand. The client adapter then transmits the data from the mobile device back to the access

point, which forwards the data to the wired network.
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over wired or wireless connections.

RFID uses low-powered radio transmitters to read data stored in a tag at distances ranging from 1 inch to 100 feet.
The reader captures the data from the tag and sends them over a network to a host computer for processing.



Internet

The small circles represent lower-level nodes and the larger circles represent high-end nodes.
Lower-level nodes forward data to each other or to higher-level nodes, which transmit data more
rapidly and speed up network performance.



What are the principal components of telecommunications networks and key networking technologies?

A simple network consists of two or more connected computers. Basic network components
include computers, network interfaces, a connection medium, network operating system software,
and either a hub or a switch. The networking infrastructure for a large company includes the
traditional telephone system, mobile cellular communication, wireless local area networks,
videoconferencing systems, a corporate Web site, intranets, extranets, and an array of local and wide
area networks, including the Internet.

Contemporary networks have been shaped by the rise of client/server computing, the use of packet
switching, and the adoption of Transmission Control Protocol/Internet Protocol (TCP/IP) as a universal
communications standard for linking disparate networks and computers, including the Internet.
Protocols provide a common set of rules that enable communication among diverse components in a
telecommunications network.

What are the different types of networks?

The principal physical transmission media are twisted copper telephone wire, coaxial copper cable,
fiber-optic cable, and wireless transmission.

Local area networks (LANs) connect PCs and other digital devices together within a 500-meter radius
and are used today for many corporate computing tasks. Wide area networks (WANs) span broad
geographical distances, ranging from several miles to continents, and are often private networks that are
independently managed. Metropolitan area networks (MANS) span a single urban area.

Digital subscriber line (DSL) technologies, cable Internet connections, and T1 lines are often used for
high-capacity Internet connections.



How do the Internet and Internet technology work, and how do they support communication and
e-business?

The Internet is a worldwide network of networks that uses the client/server model of computing
and the TCP/IP network reference model. Every computer on the Internet is assigned a unique
numeric IP address. The Domain Name System (DNS) converts IP addresses to more user-friendly
domain names. Worldwide Internet policies are established by organizations and government bodies,
such as the Internet Architecture Board (IAB) and the World Wide Web Consortium (W3C).

Major Internet services include e-mail, newsgroups, chatting, instant messaging, Telnet, FTP, and
the Web. Web pages are based on Hypertext Markup Language (HTML) and can display text, graphics,
video, and audio. Web site directories, search engines, and RSS technology help users locate the
information they need on the Web. RSS, blogs, social networking, and wikis are features of Web 2.0.

Firms are also starting to realize economies by using VoIP technology for voice transmission and by
using virtual private networks (VPNSs) as low-cost alternatives to private WANS.

What are the principal technologies and standards for wireless networking, communication, and
Internet access?

Cellular networks are evolving toward high-speed, high-bandwidth, digital packet-switched
transmission. Broadband 3G networks are capable of transmitting data at speeds ranging from 144
Kbps to more than 2 Mbps. 4G networks capable of transmission speeds of 100 Mbps are starting to be
rolled out.

Major cellular standards include Code Division Multiple Access (CDMA), which is used primarily in
the United States, and Global System for Mobile Communications (GSM), which is the standard in
Europe and much of the rest of the world.

Standards for wireless computer networks include Bluetooth (802.15) for small personal area net-
works (PANs), Wi-Fi (802.11) for local area networks (LANs), and WiMax (802.16) for metropolitan area
networks (MANS).

Radio frequency identification (RFID) systems provide a powerful technology for tracking the
movement of goods by using tiny tags with embedded data about an item and its location. RFID readers
read the radio signals transmitted by these tags and pass the data over a network to a computer for
processing. Wireless sensor networks (WSNs) are networks of interconnected wireless sensing and
transmitting devices that are embedded into the physical environment to provide measurements of
manv points over large spaces.
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